Cybersecurity and Fintech

Undergraduate Certificate C

Financial technology (fintech), a growing force within the financial services industry, I C d o

is rapidly changing the status quo. Residing entirely in cyberspace, the fintech industry D U a - re It
is vulnerable to cyberattacks, resulting in financial fraud as well as threats to homeland A DVA N TAG ETM

security. Gain the knowledge and tools to help your organization navigate the SAVE TIME & TUITION

challenges of fintech with WilmU's innovative, 21-credit, 100% online Cybersecurity
and Fintech certificate. Earn a certificate AND get credit toward a degree
at the same time. Through Dual-Credit ADVANTAGE,

Combining coursework from the Colleges of Business and Technology, this you can go further, faster, by applying credits to

interdisciplinary certificate program provides a unique set of skills. Not only s multiple degree and certificate programs without
this certificate a valuable standalone credential, but it can also be part of your extra time o tuition cost.
personalized educational path. Through Dual-Credit ADVANTAGE™, you can e
incorporate coursework from this certificate program into a WilmU sought-after credentials.
B.S.in Computer Science, with or without a Digital Forensics concentration.

Learn from experienced
Curriculum (21 Credits): industry professionals.

Prerequisites may be required. Visit the program page for details.

O FIN 320  Fintech Fundamentals \/Accelerateyoureducatlonwhlle

saving time and tuition.

(O SEC 100 Introduction to Computer Hardware and Operation
O SEC 210 Principles and Practice of Information Security What sets us apart:
(O SEC 230 Introduction to Linux Job Market
O SEC 235  Networks and Telecommunications ‘ Relevance
O SEC 250 Operating System and Computer Systems Security ﬂ Affordable
. Tuition
Choose One of the Following Courses:
Prerequisites may be required. Visit the program page for details. E Degree Program
(O BAC 330 Financial Fraud Examination Alignment
O (SC 345 Database Foundations li Expert Faculty

O SEC 370 Computer Incident Response Course
(O SEC 425  Ethical Hacking

Note: Completion of SEC 100, Introduction to Computer Hardware and Operation, meets the requirements to qualify for CompTIA A+
certification, a credential required for help desk positions. Similarly, SEC 230, Introduction to Linux, prepares students for the
CompTIA Linux+ certification.

Related Programs:
« B.S.in Computer Science

« A.S.in Cybersecurity
« B.S. in (ybersecurity En[-]
Get started today at wilmu.edu/Certificates. WILMINGTON
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